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	Reason for change:
	CT3 requested to clarify the scenario where the application detection and marking is performed in the PCEF/TDF, the marking is used to carry the detected application to the SGi-LAN and the traffic steering policy for the detected application is sent to the TSSF.

Clause 6.1.17 specifies for the case above the PCEF/TDF performs application detetion and packet marking and then the value used for packet marking at the PCEF/TDF shall be the same as the one with the Service Data Flow Filter sent over St reference point.

The Service Data Flow Filter according to clause 6.2.2.2 allows some type of packet marking, i.e. ToS or TC. On the other hand, the PCEF/TDF may be configured to perform a different packet marking to carry the information about the application detected towards the SGi-LAN suitable for the deployment, for example GRE or NSH encapsulation, none of these two last options are possible using the existing information within the Service Data Flow Filter. Therefore, the information to identify a application over St reference point is extended to allow other types of packet marking than ToS or TC according to the packet marking configuration in the PCEF/TDF. 

	
	

	Summary of change:
	Application Identifier in the traffic sterring control information is used to cover any marking configured at the PCEF/TDF.

	
	

	Consequences if not approved:
	Limited support for the scenario where the PCEF/TDF performs application detection and packet marking and TSSF perform traffic steering.
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	Other comments:
	Related to LS from CT3 “Transfer of traffic steering policy control information for TSSF” S2-164285.


*** First change ***



6.1.17
Traffic Steering Control

Traffic steering control is triggered by the PCRF initiated request and consists in applying a specific (S)Gi-LAN traffic steering policy for traffic detected based on application level information or service data flow level information for the purpose of steering the subscriber's selected traffic to appropriate (S)Gi-LAN service functions.

The PCRF uses one or more pieces of information such as network operator's policies, user subscription, user's current RAT, network load status, application identifier, time of day, UE location, APN, related to the subscriber session and the application traffic as input for selecting a traffic steering policy.

The PCRF controls traffic steering in the PCEF, TDF or TSSF by provisioning and modifying traffic steering control information. Traffic steering control information consists of a traffic description and a reference to a traffic steering policy that is configured in the PCEF, TDF or TSSF.

The PCEF, TDF or TSSF performs necessary actions to enforce the traffic steering policy referenced by the PCRF. For enforcing the traffic steering policy, the PCEF, TDF or TSSF may support traffic steering related functions as defined by other standard organizations. The mechanism used for routing the traffic between the service functions within the (S)Gi-LAN, is out of 3GPP scope.

The traffic steering control may be deployed using PCEF only, using TDF only, or using TSSF only, or using a combination of PCEF/TDF and TSSF.
When a combination of PCEF/TDF with traffic steering control feature and TSSF is deployed, the PCEF/TDF is utilized for application detection and packet marking while traffic steering is done using TSSF. In this case the PCC/ADC Rules provided to the PCEF/TDF for application detection shall be at application level while the traffic steering control information provided to the TSSF for traffic detection and steering control shall be at service data flow level only, i.e. the Application identifier and Traffic steering policy identifier shall be included over Gx/Sd reference point for detection of the traffic and packet marking, and the Service data flow filter(s) and Traffic steering policy identifier shall be included over St reference point for traffic steering control. The value used for packet marking at the PCEF/TDF (according to the Traffic steering policy identifier received from the PCRF) shall be the same as the one within the Service data flow filter (using filter information described in clause 6.2.2.2) that is sent to the TSSF and used for traffic steering. Alternatevly, the Application Identifier may be used for traffic detection at the TSSF. In this case the value used for packet marking at the PCEF/TDF (according to the Traffic steering policy identifier received from the PCRF) shall be the same as the one configured in the TSSF for that Application Identifier.
NOTE 1:
The above principle also enables a deployment scenario in which the PCEF/TDF acts as an uplink traffic classifier while the downlink traffic classifier, located in (S)Gi-LAN, acts only at service data flow filter level. This deployment scenario is applicable for applications with deducible service data flow filters only. In this case, the PCEF/TDF deduces the downlink service data flow description and communicates the related information to the downlink classifier.
NOTE 2:
The SDF filter(s) can be used for traffic detection at the TSSF when the PCEF/TDF is configured to do packet marking and forwarding using ToS or TC values in the IP header. The Application Identifier can be used when the PCEF/TDF is configured to do packet marking and forwarding using e.g. GRE or NSH.
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